
W
e’ll be ready for contingencies

should any be necessary.
A

s part of its contingency planning, every
financial institution is required to assess the
Y

2K
 readiness of its m

ajor service providers,
including telephone, electricity, and other
utilities.  F

inancial institutions have a strong
track record of dealing w

ith contingencies,
such as com

puter problem
s and pow

er
outages.  F

inancial institutions like your
bank also keep back-up records.

A
s regulators, our job is to be ready for

contingencies, no m
atter how

 unlikely.
In that spirit, regulators and financial
institutions are developing plans to m

ake
sure consum

ers have access to their m
oney.

T
he O

C
C

 w
ill deal sw

iftly w
ith problem

s
in any national bank.

N
ational banks are ready

for the Y
ear 2000.

T
o sum

 up, national banks are m
eeting the

Y
2K

 challenge in exem
plary fashion.  T

he
industry has m

ade a firm
 com

m
itm

ent to
ensure that you can m

aintain access to your
bank accounts and account inform

ation.
C

ontact your bank for specific inform
ation

about its Y
2K

 readiness.
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N
o one from

 your bank w
ill call you to ask for

this inform
ation —

 the bank already has it.

R
esearch show

s that even though bank
custom

ers expect the m
edia to hype Y

2K
,

som
e people m

ay still take unnecessary
actions in response to the hype.  You’re also
likely to find that advertising w

ith a negative
Y

2K
 them

e w
ill proliferate as w

e get closer to
the N

ew
 Year.  T

he Internet provides a fertile
ground for spreading unfounded rum

ors.  You
should determ

ine the accuracy of any infor-
m

ation about Y
2K

 before taking any action.

T
o help sort fact from

 fiction, contact a trusted
source.  O

ur Internet W
eb site (http://

w
w

w
.occ.treas.gov/y2k/default.htm

) has a
w

ealth of inform
ation about Y

2K
.  You also

can contact the O
C

C
’s C

ustom
er A

ssistance
G

roup (1301 M
cK

inney Street, Suite 3710,
H

ouston, T
X

  77010, 1-800- 613-6743,
or send an e-m

ail to custom
er.assistance@

occ.treas.gov).

O
ther im

portant regulatory W
eb sites include

the F
ederal D

eposit Insurance C
orporation

(F
D

IC
) (http://w

w
w

.fdic.gov), the F
ederal

R
eserve B

oard (F
R

B
) (http://

w
w

w
.federalreserve.gov), the O

ffice of T
hrift

Supervision (O
T

S) (http://w
w

w
.ots.gov), the

N
ational C

redit U
nion A

dm
inistration

(N
C

U
A

) (http://w
w

w
.ncua.gov), and the

F
ederal F

inancial Institutions E
xam

ination
C

ouncil (F
F

IE
C

) (http://w
w

w
.ffiec.gov).

You also m
ight w

ant to check out the
P

resident’s C
ouncil on Year 2000 C

onversion
(http//w

w
w

.y2k.gov).  It’s an excellent site to
find out m

ore about the federal governm
ent’s

efforts to prepare its com
puter system

s and
has a lot of inform

ation about the Y
2K

com
pliance of other critical sectors of

the econom
y.

B
y now

 you’ve probably heard about the
Y 2

K
 bug or the Y

ear 2000 issue.  It involves
reprogram

m
ing com

puters to m
ake sure they

don’t m
istake the year 2000 for the year 1900.

M
aybe you know

 that this glitch has to be
fixed by January 1, 2000.  W

hat you m
ight not

know
 is that banks and their regulators have

m
ade the Y

ear 2000 issue a top priority for
m

ore than tw
o years.  T

he banking industry
is w

ell prepared for Y 2
K

, and w
e expect

banks to perform
 w

ith flying colors.

T
he O

ffice of the C
om

ptroller of the
C

urrency (O
C

C
) has prepared this brochure

to explain w
hat banks and their regulators

have done to get ready for the century date
change. T

he O
C

C
, established in 1863, is a

bureau of the D
epartm

ent of the T
reasury

responsible for supervising national banks.

T
his brochure w

ill give you an overview
 of

the Y
2K

 readiness of national banks.  F
or

specific inform
ation about your ow

n financial
institution, w

e recom
m

end you contact your
bank and ask w

hat it has done to prepare for
the Year 2000.

T
he bottom

 line is —
 national

banks are w
ell prepared for Y

2K
.

W
e have been closely supervising national

banks’ Y
2K

 preparations for m
ore than tw

o
years and w

e can say w
ith confidence that

the industry w
ill m

eet the Y
2K

 challenge.
M

ore than 99 percent of national banks
finished testing critical com

puter system
s

by June 30 and have received our highest
possible rating.  T

he very few
 that are still

testing system
s w

ill receive our close
attention for the rem

ainder of the year to
ensure readiness by D

ecem
ber 31.

O
C

C
 exam

iners have visited each national
bank a m

inim
um

 of three tim
es in the past

tw
o years specifically to review

 Y
2K

 progress.
A

s a result of our exam
inations, w

e are
confident that you w

ill be able to conduct
business as usual at your bank, both before
and after January 1.  In fact, m

any institutions
are already successfully using Y

2K
-ready

system
s on a daily basis.

T
here is no need for you to have

large am
ounts of cash on hand.

You are probably aw
are that holding large

am
ounts of cash can be risky.  If you w

ithdraw
your m

oney from
 an insured financial

institution, you w
ill be vulnerable to theft,

scam
s, and loss. T

he safest place for your
m

oney is in your bank.  Your m
oney in a

national bank is F
D

IC
 insured and no one

has ever lost a penny of insured funds.

W
e expect that you w

ill have the sam
e access

to banking services and paym
ents that you

have today.  T
he usual paym

ent m
ethods,

such as checks, credit cards, debit cards,
AT

M
s, and F

edw
ire, have been tested

extensively and are Y
2K

 ready.  E
lectronic

form
s of paym

ents, such as the direct deposit
of Social Security checks, also have been
tested extensively and are Y

2K
 ready.

C
heck out rum

ors before you
take them

 seriously.
A

s w
e get closer to the N

ew
 Year, rum

ors and
scare stories w

ill increase.  Som
e people w

ill
even try to profit from

 Y
2K

 by playing on
people’s fears and uncertainties.  N

ever give
out your Social Security, bank account, or
credit card num

bers to an unknow
n person

unless you initiated the call to the bank.
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